

Notice d’information sur la Protection des Données Personnelles

[Jeu concours Emag électriciens mars 2025]

Nous nous engageons à vous servir, vous et tous nos clients, avec soin, considération et respect, et à protéger votre vie privée et vos données personnelles.

Notre [politique de protection des données](https://www.se.com/fr/fr/about-us/legal/data-privacy.jsp) explique pourquoi et comment nous traitons et protégeons les données personnelles et comment vous pouvez exercer vos choix et vos droits en matière de protection des données. Cette notice vous fournit des informations complémentaires au sujet du jeu concours mars 2025 mySchneider Electriciens.

1. Qui est responsable du traitement de vos données personnelles ?

Cette notice d’information s’applique aux données personnelles que SCHNEIDER ELECTRIC FRANCE traite en tant que Responsable de Traitement (quand nous contrôlons comment et pourquoi les données personnelles sont traitées).

Lorsque d'autres parties traitent des données pour leurs propres besoins, que nous ne définissons pas ou ne contrôlons pas, ces parties vous fourniront une notice d’information distincte. Par exemple, si un employeur ou une autre entreprise met ce service à votre disposition, leur notice expliquera leurs propres activités de traitement des données en tant que responsable du traitement, et vous indiquera comment les contacter.

2. Quelles catégories de données personnelles traitons-nous ?

|  |  |  |
| --- | --- | --- |
| **Catégories de données personnelles** | **Source** | **Raison** |
| Données d'identification (nom et prénom, numéro de téléphone, adresse email, adresse postale avec pays et ville de résidence)  | Vous | Le traitement de données à caractère personnel mis en œuvre dans le cadre du Jeu a pour finalité la gestion du Jeu, la détermination des gains et l'attribution et l'acheminement des dotations. Les données collectées doivent également nous permettre le respect et/ou l'application des exigences légales. Cela est basé sur notre intérêt légitime à opérer et à fournir des services à nos clients, à condition que ce traitement ne prévale pas sur vos droits et libertés. Nous demanderons également votre consentement tel que requis par les lois, y compris les réglementations applicables aux cookies et aux technologies similaires. |
| Données en ligne et données techniques (informations sur le matériel que vous utilisez comme leur identifiants, modèle et versions) | Données générées par notre système et par l’équipement que vous utilisez ou que vous connectez à notre système |

Dans le cas où votre compte est géré par une autre personne (comme un administrateur, un employeur ou un prestataire externe), elle pourrait fournir des données pour votre compte.

Nous pouvons collecter et traiter d’autres catégories de données comme décrit dans notre politique de protection des données personnelles. En fonction des circonstances, ces activités peuvent être basées sur l’exécution d’un contrat avec vous, sur notre intérêt légitime, sur l’intérêt légitime d’un tiers, ou pour le respect d’une obligation légale.

Nous ne prenons aucune décision automatisée vous concernant qui pourrait vous affecter de manière significative.

3. Combien de temps conservons-nous vos données personnelles ?

Nous conservons les informations nécessaires à la réalisation des objectifs décrits ci-dessus, en tenant compte de la nécessité de fournir les services, des exigences de marketing, des exigences de sécurité, des exigences légales et des délais de prescription.

4. Avec qui partageons-nous les données personnelles et où sont-elles traitées ?

Les données personnelles seront traitées par nos filiales et fournisseurs impliqués dans la fourniture des services et pour la réalisation des finalités décrites dans la section 2. Nous prenons des mesures pour garantir que les données personnelles bénéficient d'un niveau de protection adéquat.

Nous ne vendons ou ne louons pas vos données personnelles pour contrepartie financière à un tiers sans votre permission.

Nos filiales et fournisseurs proposent des services qui comprennent l'hébergement et la maintenance, le contrôle des performances et de la sécurité. Comme nous sommes une entreprise mondiale, les équipes et les fournisseurs peuvent avoir un rôle mondial ou multi-pays, et ils peuvent être situés n'importe où dans le monde, dans des pays où les règles en matière de protection de données sont différentes de celles en vigueur dans le pays de nos clients.

Nous avons des politiques internes appliquées par nos filiales et nous concluons des contrats avec nos fournisseurs pour apporter des garanties appropriées. Notre groupe a adopté des règles d'entreprise contraignantes (Binding Corporate Rules ou BCR) pour les transferts de données personnelles de responsable de traitement à responsable de traitement en intragroupe. En outre, nous concluons des clauses contractuelles types et nous nous appuyons sur les décisions d'adéquation de la Commission européenne. Pour obtenir plus de détails et des copies des garanties mises en place, vous pouvez contacter global-data-privacy@schneider-electric.com

Nous pouvons également partager vos données, si nécessaire :

* Avec les autorités compétentes, sur la base d'une croyance de bonne foi que la divulgation est nécessaire pour répondre à une procédure judiciaire, une enquête officielle valide, ou si la loi l'exige ;
* Pour nous défendre en justice ou pour protéger les droits ou la sécurité de toute personne ou entité ;
* Sur instruction de votre part, notre client ou utilisateur de nos services ;
* Avec des tiers dans le cadre d'une acquisition ou cession d’entreprise
* Par d’autres moyens décrits dans cette notice d’information ou pour lesquels les personnes concernées ont par ailleurs donné leur consentement

Si vous autorisez des tiers à collecter des données à partir d’appareils connectés, pour accéder aux données traitées dans le cadre du service, ou envoyer des commandes vers des appareils connectés (par exemple des API), nous fournirons ces données à ces tiers dans le but d’exécuter vos demandes. Nous ne contrôlons pas ces sites tiers et leurs pratiques en matière de protection des données personnelles Nous vous encourageons à consulter leurs politiques de protection des données avant d’utiliser leurs services.

5. Comment sécurisons-nous les données personnelles ?

Nous suivons les normes généralement acceptées du secteur pour protéger les données. Nous appliquons des mesures de protection administratives, techniques et physiques appropriées pour protéger les données contre la destruction accidentelle ou illégale, la perte accidentelle et l'altération non autorisée.

Veuillez noter qu'aucune méthode de transmission sur Internet, ni aucune méthode de stockage électronique, n'est sécurisée à 100 %. Par conséquent, nous ne pouvons donc pas garantir une sécurité absolue.

6. Comment exercer vos choix et vos droits concernant vos données personnelles ?

Afin d'exercer vos choix et les droits en matière de protection des données accordés par la législation applicable en matière de protection des données, tels que le droit d'être informé, les droits d’accès, de rectification, le droit de retirer votre consentement, de demande d’effacement ou de limitation des données personnelles, le droit d’opposition et à la portabilité des données le cas échéant, vous pouvez :

* Cliquer sur le lien ‘’se désinscrire’’ situé au bas de chaque courrier électronique que nous vous envoyons
* Répondre STOP à n’importe quel message pour annuler l’autorisation que vous aviez pu donner pour la réception de messages textuels (SMS)
* En faire la demande en ligne ou aux coordonnées disponibles dans l'application ou à l'adresse DataProtectionCorrespondent-CDPC-FR@se.com

Pour assurer la sécurité de vos données personnelles, nous pouvons vous demander de fournir d'autres détails pour vérifier votre identité.

Vos droits sont soumis à certaines limitations. Par exemple, nous pouvons exiger des documents pour étayer certaines modifications de vos données, et en général, nous ne pouvons pas restreindre ou supprimer des données personnelles dans les situations où les lois nous permettent de conserver de telles données et où nous en avons besoin pour nos besoins juridiques et commerciaux, ou pour nous conformer à la loi.

Notre Politique de protection des données contient des informations supplémentaires sur vos choix et droits et sur la manière de les exercer.

Vous pouvez adresser vos questions ou commentaires sur nos pratiques en matière de protection de la vie privée ou sur la présente notice d’information au Correspondant à la protection des données pour la France (CDPC France) :

DataProtectionCorrespondent-CDPC-FR AT se.com

CDPC FRANCE

160 avenue des Martyrs

38000 Grenoble

Si vous pensez que Schneider Electric a traité vos données personnelles en violation de la loi applicable, vous pouvez déposer une plainte auprès du délégué à la protection des données du groupe aux coordonnées ci-dessus ou auprès d'une autorité de contrôle soit, pour la France, auprès de la Commission nationale de l’informatique et des libertés (CNIL) que ce soit en ligne ou par courrier postal.

Cette notice d’information peut être modifiée de façon ponctuelle. Nous vous informerons des changements importants.

Dernière mise à jour : 02/12/2024